CYBERSECURITY INSURANCE COVERAGE SUPPLEMENT
For The Year Ended December 31, 20__
(To Be Filed by April 1)

NAIC Group Code___________________ NAIC Company Code___________________

Company Name ________________________________________________________________________________

If the reporting entity writes any cybersecurity insurance policies, please provide the following:

1. Standalone Policies

<table>
<thead>
<tr>
<th>Number of Claims Reported</th>
<th>Direct Premiums</th>
<th>Direct Losses</th>
<th>Adjusting and Other Expenses</th>
</tr>
</thead>
<tbody>
<tr>
<td>1 First Party Written</td>
<td>3 Paid</td>
<td>4 Earned</td>
<td>5 Paid</td>
</tr>
<tr>
<td>2 Third Party Written</td>
<td>6 Incurred</td>
<td>7 Paid</td>
<td>8 Incurred</td>
</tr>
</tbody>
</table>

Direct Defense and Cost Containment

<table>
<thead>
<tr>
<th>Number of Policies in Force</th>
</tr>
</thead>
<tbody>
<tr>
<td>9 Paid</td>
</tr>
<tr>
<td>10 Incurred</td>
</tr>
<tr>
<td>11 Claims Made</td>
</tr>
<tr>
<td>12 Occurrence</td>
</tr>
</tbody>
</table>

1.1 What is the range of limits offered for the standalone policy? $_______ to $_______

1.1 What is the range of the limits offered for first-party coverage in the standalone policies? $_______ to $_______

1.2 What is the range of the limits offered for third-party coverage in the standalone policies? $_______ to $_______

2. Commercial Multiple Peril Package Policies or other Package Policies:

2.1 Does the reporting entity provide cybersecurity coverage as part of a package policy? Yes[ ] No[ ]

2.2 If the answer to 2.1 is yes, please provide the following:

<table>
<thead>
<tr>
<th>Number of Claims Reported</th>
<th>Cybersecurity Insurance Direct Losses</th>
<th>Cybersecurity Insurance Adjusting and Other Expenses</th>
<th>Cybersecurity Insurance Direct Defense and Cost Containment</th>
<th>Number of Policies in Force</th>
</tr>
</thead>
<tbody>
<tr>
<td>1 First Party Paid</td>
<td>3 Paid</td>
<td>4 Paid + Change in Case Reserves</td>
<td>7 Paid + Change in Case Reserves</td>
<td>9 Claims Made</td>
</tr>
<tr>
<td>2 Third Party Paid</td>
<td>5 Paid</td>
<td>6 Case Reserves</td>
<td></td>
<td>10 Occurrence</td>
</tr>
</tbody>
</table>

| $ | $ | $ | $ | $ | $ | $ | $ | $ | $ | $ |
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2.3 Can the direct premiums earned for the cybersecurity coverage provided as part of a package policy be quantified or estimated?

Yes[ ]  No[ ]

2.31 If the answer to 2.3 is no, please fully explain why the insurer cannot quantify or estimate direct premiums earned:

2.4 If the answer to question 2.3 is yes, provide the quantified or estimated direct premiums written and direct premiums earned for cybersecurity insurance included in package policies:

2.41 Amount quantified

Direct Premiums

Written Premium

$__________

2.42 Amount estimated using reasonable assumptions:

Direct Premiums

Earned Premium

$__________

2.5 What is the range of the limits offered for first-party coverage for the cybersecurity insurance portion of the package policies?

$______ to $______

2.6 What is the range of the limits offered for third-party coverage for the cybersecurity insurance portion of the package policies?

$______ to $______

3. If the cybersecurity policy is a Claims Made policy, is an extended reporting endorsement (tail coverage) offered? Yes [ ] No [ ]

3.1 If tail coverage is offered, what is the range of the limits offered?

$______ to $______

3.1 If an extended reporting endorsement (tail coverage) is offered for the first-party coverage in the cybersecurity insurance portion of the policy, what is the range of the limits offered?

$______ to $______

3.2 If an extended reporting endorsement (tail coverage) is offered for the third party coverage in the cybersecurity insurance portion of the policy, what is the range of the limits offered?

$______ to $______
This supplement should be completed by those reporting entities including surplus line insurers and Risk Retention Groups that provide cybersecurity coverage in a standalone policy or as part of a commercial multiple peril package policy or other package policies. The supplement should be reported on a direct basis (before assumed and ceded reinsurance).

Cybersecurity Insurance

Cybersecurity insurance addresses the first and third-party risks associated with electronic business, the Internet, networks and informational assets. Cybersecurity insurance coverage offers protection for exposures arising out of Internet communications and may include, but not limited to, business interruption, destruction of data and property, and reputational harm. Coverages may also include privacy issues, the infringement of intellectual property, virus transmission, or any other serious threats that may be passed from first to third parties via the Internet. Coverage for damages arising out of unauthorized use of, or unauthorized access to, electronic data or software within your network or business.

Line 1
Number of first-party claims reported (by incident), Number of third-party claims reported (by incident), direct premiums, losses, adjusting and other expenses, and defense and cost containment 1 through 10.

For columns 11 and 12, provide the number of in force standalone policies that are claims made vs. occurrence.

Line 1.1 Provide the range of the limits offered for first-party coverage in standalone policies.

Line 1.2 Provide the range of the limits offered for third-party coverage in standalone policies.

Line 2.2 Number of first-party and third party claims reported (by incident), cybersecurity insurance direct losses, adjusting and other expenses, and direct defense and cost containment expenses for commercial multiple peril package or other package policies are to be reported before reinsurance for Columns 1 through 8.

For Columns 9 and 10, provide the number of policies in force for either commercial multiple peril policies or other package policies containing cybersecurity coverage that are claims made vs. occurrence.

Lines 2.41 If the answer to 2.3 is “yes,” provide the amount of direct premiums written and direct premiums earned (qualified and/or estimated) for cybersecurity insurance included in package policies before reinsurance.

If the answer to 2.3 is “yes,” provide the amount of direct premium earned (qualified or estimated) for cybersecurity coverage included in package policies before reinsurance.

Line 2.5 Provide the range of limits offered for first-party coverage in the commercial multiple peril package or other package policies for the cybersecurity insurance portion of the policies.

Line 2.6 Provide the range of limits offered for third-party coverage in the commercial multiple peril package or other package policies for the cybersecurity insurance portion of the policies.

Line 3.1 If the answer to 3 is yes provide the range of limits offered for the extended reporting endorsement (tail coverage) for first-party coverage.

Line 3.2 If the answer to 3 is yes provide the range of limits offered for the extended reporting endorsement (tail coverage) for third-party coverage.